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1. Family Violence Report Response System – initial response system

This document describes a multi agency response system to reports of family violence that interrupts the cycle of violence and creates an environment for sustainable change towards safe and violence free families.

1.1  The vision of the system - Families/Whānau Are Free From Violence
The vision of the Family Violence Report Response System, is in line with the Te Rito report, New Zealand Family Violence Prevention Strategy (February 2002), to create a society where families/whānau are free from violence.  It is also in line with the Taskforce for Action on Violence within Families, The First Report (July 2006), all families and whānau have healthy, respectful, stable relationships, free from violence.

1.1.1 Achieving this Vision - Action on Violence within Families

To reduce the forms of violence within families
 and engage the most effective interventions for ensuring safe and positive outcomes for adults and their children, who are victims of Family Violence/Intimate Partner Violence (IPV), this model ties together
:

· Interagency (government and community) collaboration promoting consistent models of reporting and assessments that are reliable with the  agencies recognising  varying levels of risk

· Interagency safety/action planning for victims with statutory agents trained in family violence analysis and dynamics
· Key agencies case management/monitoring with a longitudinal focus for the victims, children, and the offender

· Actions that are in combination with the imperative of offender accountability, victim protection, and statutory support of the legal mechanisms 

· Consistency and logic applied to offender, change dynamics with a cognitive based approach to offender behaviour change

· Appropriately funded community-based support services and effective advocacy/support services.
1.2 Recognition of the Dynamics of Family Violence

1.2.1 A model addresses family violence
This model addresses family violence, rather than single acts of physical violence, although these may constitute criminal offences in themselves.   Family violence is heavily gendered, and while it is important to treat male victims of family violence with respect and dignity, we cannot ignore the reality of victimisation to the women and children.  Arguments in favour of ‘gender symmetry of violence’ are often based on a one-off conflict and not on patterns of controlling behaviour; do not include sexual violence; do not measure the degree of fear that acts of violence engender; and fail to acknowledge victims of violence acting in self-defence. 

Family violence is an ongoing pattern of coercive behaviour, including physical, sexual and psychological abuse designed to control other family members which occurs in families from all cultures, classes, backgrounds and socio-economic circumstances.  It can include:
· Threats of physical violence; 

· Physical violence (such as shoving, hitting, kicking, head-butting, burning, choking etc.); 

· Being forced to have sex, or to engage in unwelcome sexual activities; 

· Mental/emotional/psychological cruelty such as name calling, isolation from family and friends, deprivation of family income, being prevented from leaving the home, damage to pets or other personal items; and
· Using and abusing children in various ways to frighten or force compliance.
In Aotearoa/New Zealand as elsewhere, the perpetrators of the most severe and lethal cases of family violence are predominantly male, and the victims of the most severe and lethal cases of family violence are predominantly women and children.  Research continues to show that family violence is most commonly experienced by, and most dangerous and damaging to, women and children.
Interventions will fail to keep victims safe if they treat an event of physical violence out of context as separate from other kinds of controlling behaviour.  Women and children are most vulnerable precisely because the abusive behaviours are taking place in the home, from a man they have loyalty to and love.  Victims often describe feeling hopeless, afraid, and reluctant to seek help because they are worried they will be blamed for causing the violence.  This means family violence tends to be under-reported by victims.

Leaving an abusive relationship is often a time when acts of physical violence may begin or escalate, and is a time when women and children are more likely to be killed.  In terms of increasing safety for victims, it is important at this point to recognize acts of physical violence within the pattern of controlling behaviours, and not treat the violence as due to the stress of relationship breakdown. 
1.3 Core dynamic: Power, violence & control cycle
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1.4 Dynamics of response: Victim ‘stages of change’

1.4.1 Efforts to be safe move through phases & transitions

Pre-contemplation

· Does not recognise abusive behaviour; and 
· She is trapped in the dynamic and she may not be interested in change.
Contemplation

· Recognises abusive behaviour; and

· Has an awareness of the pros & cons of change.
Preparation

· Recognises, intends to change; and 

· Has some plan.
Action

· The victim is actively engaged in trying to make changes.
Maintenance

· The abusive behaviour has ended and the woman is taking steps to prevent a relapse.
Note:  When working with victims it is important to capture the coping strategies that the majority of women and children use in order to keep safe when living with violence.  Advocacy often involves supporting/empowering/coaching women and children to recognise and increase their own strategies for change.

1.4.2 FV Model Higher Level – This is a System that…
A multi agency response to reports of family violence that interrupts the cycle of violence and creates an environment for sustainable change towards safe and violence free families.
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1.4.3 The Flow through the System
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1.4.4 FV Model Higher Level – The Initial Response System in Focus
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3.4 Child Stream

3.2 Offender Stream         

3.3 Victim Stream


1.4.5 FV Model Higher Level – The Intended Outcomes 
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1.4.6 FV Model Higher Level – The Stages of Change

Note:  Although it is recognised that ‘life’ is not linear, and for many women, leaving may take more than one attempt, her leaving may well put her and the children at a greater risk. For many women, it may take years to attain a safe place.
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1.4.7   Police View: Family Violence Report Response System

[image: image9.emf]3.0 Co-ordinated cross sector support for 

victim empowerment, child safety, and 

offender accountability/change

2.0 Post event primary assessment,  

relationship development, and risk 

response planning

Police View: Family Violence Report Response System

1.0 Initial response, 

investigation & immediate 

safety and security

 Joint repeat 

situation 

targeting

3.3 Child 

Stream

3.2 Victim 

Stream

4.0 System support 

and coordination

5.0 Cross sector policy, 

capability development & 

monitoring and learning 

processes

High risk, 

emergency 

safety custody

Initial joint  

assessment 

(Police CYF NGO)

Intel

Family violence 

coordinator roles

History information 

sharing

Local Police, NGO 

collaboration structures 

& protocols

Joint assessment 

& response 

planning

Collaborative meeting or 

co-location structures

Interagency 

response & 

collaborative case 

management

Safety & 

Security

Criminal 

Charges

No 

Prosecution 

Intel

Mod/low risk

High needs

Joint case planning &  

response monitoring

Collaborative training

Monitoring & system 

improvement

3.1 Offender 

Stream

Held to 

Justice

Shared resources for 

response planning 

Immediate

Safety

Evidence

Information 

sharing

PO 

Support

Support NGO

protective 

capacity

assessment 

Manage 

offender 

process

Victim & child 

safety 

planning

Event response

(Pol 400/ FVIR)


1.4.8   CYF View: Family Violence Report Response System
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1.4.9   Womans’ Refuge View: Family Violence Report Response System
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System component definitions – Delivery Processes 
A system to decrease systemic family violence within New Zealand.
A multi agency response to reports of family violence that interrupts the cycle of violence and creates an environment for sustainable change towards safe and violence free families.
“The best care comes from the community”!

2. Initial Response, Investigation, and Immediate Safety and Security 
Recognises and responds to both patterns and reports of violence, securing immediate safety, developing a platform of information and engagement.

This is a subsystem that reflects a societal concern about events of family violence and creates a mandate for effective engagement through recognising events of family violence, exposing the private dynamics and patterns of violence through reporting and comprehensive risk assessment to inform processes for securing immediate safety:
1.1 Repeat Offender, High Risk Targeting
1.1.1 TOP 20 OFFENDERS

A subsystem that draws agency attention to high risk offenders, and their victims (including children), focuses Police resources onto identified individuals, and informs multiple agencies of:

· The particular dynamics and concerns of the high risk relationships including identities of parties involved.
1.1.2 Pre Shift Briefing:

A subsystem that focuses Police attention onto high risk offenders and their victims (including children), and informs Police staff of:

· Who are the high risk offenders and associated victims (including children);
· The particular dynamics of the high risk relationships including the identities of parties involved and any related addresses.  The process also establishes locations of interest (LOI), highlights known vehicles, employment and locations of employment, and any other relevant information;
· Relevant bail conditions, protection orders, previous history of Police assessments, e.g., FVIR & Pol400s, history of breaches and other related violence and related orders, e.g., probation conditions are reviewed and brought to the attention of frontline staff;
· Where developed, any specific response plans are communicated, and these plans may include a focus on the offenders and other related behaviours, e.g., offender criminal activities outside of the family violence;
· Any Refuge and/or CYF involvement with families;
· CYF and Refuge alerts about planned operations and police offender targeting strategies/activities; and
· Police powers under Section 42 of the Children and Young Persons and their Families Act 1989 (CYP Act 1989).
1.2 Police service call response & event assessment
1.2.1 Proactive Response (Police):  
This subsystem responds with priority to reports of violence within families with a focus on victim and child safety, offender accountability, identification of offences, investigation, and referrals to appropriate CYF and Refuge/NGOs.
Police Intervention:  Safety for victims and children, and offender accountability 
Heading to an Event:

· Ideally the event is attended by two police members for safety reasons and to ensure a managed response and investigation at the scene occurs.
· Enroute to the scene, attending staff will be advised of ‘flags’ relating to the parties involved, and other relevant information. This will include:

· Reports and any recorded case history;
· Historical use of weapons;
· Safety issues for Police;
· Cultural dynamics of the family;
· The identification of high risk offenders, victims, repeat offences;
· Offences already identified offences (11 call); and 
· Related family violence risk assessment scores (lethality scores).
· It is an expectation of this process that an experienced police officer, usually the shift supervisor, is maintaining an overview of the event in conjunction with the police communications centre.
Investigation:

· On arrival: - Police are thinking about safety of all parties, including all attending officers, and this means identifying the location of the suspect/offender.

· Police are thinking about the safety of the victim over this time as there is an increased risk from the perpetrator if she participates, or is perceived to be participating with Police.

· Evidence Preservation and Collection focus:  Officers understand that the event investigation is a Police initiated one to identify any offences committed and hold the offender(s) accountable; and
· Attending staff are working to protected and gather evidence in a timely manner and the evidence is gathered with the view that the victim is likely to recant, e.g., spontaneous explanations.  That is, it is a Police decision to arrest and prosecute based on evidence and not the victims.
Before Leaving the Event: 

· Attending staff are undertaking relevant area enquiries, e.g., asking neighbours and other family members about what they saw and heard;
· A risk assessment of potential harm to victims (and children) is completed.  Consideration is given to affected parties primary safety and support needs;
· Police are asking themselves, what actions and support needs require Police initiation, for the victim and child safety, before Police leave the address;
· Where the offender has left the scene and is yet to be located, Police are assessing who needs to know this, what action needs to happen now and in the future to locate the offender; and
· If this is a crisis situation, has Women’s Refuge, family or another appropriate agency been contacted and briefed on the situation and potential needs of the victim.
Considerations where the offender has been arrested:

· Police Bail:  Bail conditions take into account factors including: 

· Will the offender interfere with witnesses and evidence?

· Will the offender fail to appear in Court?

· Would the offender compromise the safety of the victim (and children)?;
· Targeting is occurring as appropriate for other crime/ offending activities; and
· Police are in compliance with the Bill of Rights Act when dealing with matters of family violence.
Appropriate Agencies Advised:   
· Offender details, including bail conditions, have been passed to relevant agencies or groups charged with providing services or support for victims and children.
Before the End of the Shift:

· A file is completed and all documentation is reviewed by Police supervisor.
· Note:  Local Refuges draw attention to the importance of timely information sharing after a family violence event.  Problems may occur when the attending constable is not the officer to contact Refuge (e.g. the Comms.  Centre is contacting but is not holding crucial information about event).  Ideally, when referring to Refuge, it should be the attending constable; it should be before their shift end; and communication should include time of event and other relevant information to avoid Refuge contacting women, for example, at 3am (when they hear of the event), even though it took place at 8pm.
· When there is a risk assessment score of 17 and above and/or is deemed critical or very urgent, in circumstances where children are or would normally be present, all relevant documentation is assessed, potentially discussed with CYF counterparts, and is faxed to CYF National Call Centre.
· Note:  Concerns from Refuge can be held over the ‘Risk and Lethality Assessment’ form and Refuge wherever possible should be contacted early to assist in the collaborative process for interpreting the dynamics of the family violence situation.
· When there is a risk assessment deems the situation to be low urgent, in circumstances where children are or would normally be present, all relevant documentation is taken through for collaborative discussion with CYF, Refuge, and other aligned agencies.

1.3 Crisis victim/child safety response
1.3.1 Capable Advocate/Protective Capacity 
This is a subsystem that responds to high risk events with priority and in a timely manner to varying levels of risk, with a Refuge response/victim support capability to assist, stabilise, and seek safety and security for adults, victims, and their children.

Refuge/NGO responding: A process that is moving quickly to reports of family violence concerns when high risk victim focus is required:
· There is a local Crisis Line (rapid response service) that is potentially playing a role in this dynamic;
· Actions are happening via the phone with a first level of information sharing between the Police and the responding community-based service. The sector (typically Refuge) is responding to the Police event information to address needs of safety, shelter, and general wellbeing:
· Note:  A person can go into the home if the offender is removed; and
· Initial safety planning is occurring.
Information Provision:  A process that is informing victims and giving clarity to potential interagency involvement:
· Refuge/NGO is assisting victims to understand what services are available to them, and to understand the advocacy role a Refuge/NGO can provide; and
· Police/Refuge/NGOs/CYF are assisting the victims of family violence to understand the impact of family violence on the children.
Safety and Security:  A process for the provision of immediate safety and support:
· Interagencies have after hours services available to respond to victim/child protection needs;
· Refuge/NGO is in a position to provide shelter, clothes, food, and, if required, a secure environment, e.g., a refuge shelter; and
· There is a collaborative development of safety planning with the victim to increase their safety and security into future.
1.3.2 Child Protection (CYF):  
Responds in a timely manner to assess and /or secure the safety and security needs of children
Immediate safety of Children:  An immediate process for protecting children witnessing and /or who are victims of family violence.  CYF are:
· Maintaining a duty rostered after hours service available to respond to child reports of concern;
· Able to and are available to discuss case by case concerns from Police/Refuge/NGOs and provide support to Police/Refuge/NGOS as required during post event primary assessment processes;
· Working in closely with Police on situations requiring a Critical or Very Urgent CYF notification;
· Taking on a support agency role as a stepped response is initiated via interagency actions;
· Preparing information to enable appropriate information sharing at the interagency case management meetings;
· Sharing risk assessments information with Police and Refuge/NGOs;
· Assisting with the implementation of plans which support women and their children;
· Considering what intervention pathways could be followed to facilitate support for the victim and the children, e.g., FGC, Family Whanau Agreement;
· Where required monitoring the intervention plans and reporting back to the interagency case management meetings as necessary; and
· And, for those events with children deemed to not warrant a CYF notification, information is inputted onto CYRAS that clearly identifies why CYF has made the decision not to be involved.
The above sub-systems undertaken in order to:
Consider the level of risk of children in situations of Family Violence and enable victims and their children to be violence free through working collaboratively with other agencies and organisations
2. Post event primary Assessment, Relationship Development, and Risk Response Planning
Supports collaborative information sharing and risk assessment while stabilising offenders and developing victims capacity to change and protect children.

This is a subsystem that interrupts the immediate pattern of violence by stabilising situations of concern, initiating a relationship with the victim, starting an assessment of victim needs and child risk to develop a primary support response which initiates an environment on which to lay the ‘corner stones’ for a safe change, and managing reported events of family violence inline with implicit and explicit models of risk to make ready a stock of information for interagency dialogue.
2.1 Offender Management (Accountability)
2.1.1 Offender Management (Police):  
A process that identifies previous offending within the context of family violence:

· Notes escalating violence;
· Investigates the current event;
· Identifies offences;
· Gathers witness statements and evidence;
· Enforcements existing Orders and Bail conditions;
· Appropriately lays charges for offences identified;
· Considers issues of custody and bail;
· Advises parties involved of any changes of status of the offender (e.g., bail and conditions), sees the completion of risk assessment; and 
· Identifies initial safety and security considerations.
Offender Agencies:  A process to initiate offender behavioural change.
· Agencies that deal with offender behavioural change are contacted and made aware of offender need/requirements at the time of the family violence event, e.g., an agency representative might visit an offender in the ‘cells’ to initiate a conversation that assists the offender to understand their own behaviour within the context of the interrupted incidence of violence.

· Offenders may be managed through the Police and Justice processes- these may include a focus on the offenders and other related behaviours, e.g., criminal activities outside family violence

2.2 VICTIM (Child)/ Engagement (‘Corner Stones’ FOR A Safe change) 
2.2.1 Victim (Child) Engagement (Police/Refuge/NGO/CYF):  
A subsystem that interrupts the immediate event of violence, establishes a strategy which stabilises situations of concern and provides a safe environment on which to lay the ‘corner stones’ for change for the victim (and children).

Specific initial response victim plans are developed - Police are working with other agencies to provide safe environments within which victims of violence can start to make safe choices about their future.

· Police are asking – are children involved and or associated to the family?;
· There is discussion on family violence events between CYF/Police assessment approach using 17+ lethality risk score, repeat offending and a CYF centric risk assessment process to guide decisions; and 

· There a prioritisation of interagency involvement based on risk (case information) and peer input (who, when, and how).
2.3 Information gathering, interagency risk assessment, & prioritisation

2.3.1 Information Gathering Risk Assessment & Prioritisation (Police/CYF/Refuge/NGO):  
This is a subsystem that manages reported events of family violence inline with implicit and explicit models of risk and makes ready a stock of information for interagency dialogue, and informs the risk management and support response processes.

Data Collation:  Police collate data from information systems, files and investigations to assist information sharing and decision making in a case management meeting.  
· Information obtained from past and current CARD/NIA data, investigations, risk assessments and initial safety considerations.
CYF Highlighted Reports of Concern:  A considered and managed response is undertaken that sees Critical and Very Urgent cases, requiring a CYF investigation, are sent through to the National Call Centre.  Cases not requiring a 24/48 hour response held for collaborative discussion. 
Reported events involving children that do not require a CYF statutory investigation are inputted onto CYRAS clearly stating why CYF should not be involved in a formal notification process.  That is, decisions are documented and captured on CYRAS.  
· An experienced social worker is talking with Police and Refuge and is using their trained professional judgement to identify early, events requiring a statutory response – a notification.  The social worker would be expected to communicate with Police and Refuge to get any appropriate assistance in the development of plans for families requiring urgent attention - Prioritise risk based cases.
2.4 Primary Risk Management Support Response 
2.4.1 Primary Risk Management Support Response (Police/CYF/Refuge/NGO):  
On completion of the risk assessment an intervention plan is developed with the use of operational options to ensure the safety and security of victims and children.  It will also include the provision of primary information and risk assessments to key support agencies to develop the priorities for response.  
Intervention Plans (prior to case management meeting):  The process uses the event reports of the attending frontline Police and where there are concerns of immediate high risk situations selected agencies are working to mitigate the immediate risks to victims and their children.
· Post a critical event, intervention plans may be developed separately or in consultation between Police, CYF or Refuge/NGO victim advocates to continue management of risk and needs (for the victim, children, and offender). Plans should be focused on timeframes and appropriate agency ownership;
· Prioritisation is risk based and considers the Police assessment of risk, e.g., on an FVIR 17+ risk score, repeat offending and a CYF centric risk assessment - Links are made to previous history of family violence;
· Police are giving Refuge and CYF a phone call each morning to highlight over night events  - Lower level child safety and security concerns are held for interagency discussion and files are made ready for CYF/Refuge/other agency overview and discussion;
NB:  This process needs to be undertaken in a way that enhances a timely response from Refuge – i.e. if Refuge is working with a family and have relevant knowledge and assessment of risk, this knowledge needs to be considered as part of any notification or decision not to respond.
· Information is being checked and verified to make sure no important issues are missed prior to taking the cases through to a collaborative meeting; and
· An experienced social worker is at times working with Police and Refuge/NGOs on files that are to be used with interagencies for overview and discussion - the social worker is supporting counterparts to look at the circumstances and history of reported acts of violence and abuse.
The above sub-systems undertaken in order to:
Reduce the proportion of high lethality family violence events; increase the proportion of victims initiating change; reduce the numbers of situations requiring CYF statutory investigations/placements, and reduce offender access to victims under bail/protection order
3. Co-ordinated cross sector support for victim empowerment, child safety, and offender accountability/change
Coordinates a multi agency case management response with victims, children, and offenders, based on the dynamics and stages of sustainable change.
This is a subsystem that seeks to understand and work with the dynamics and stages of successful sustainable change through using shared information, sharing a common understanding of risk and need, developing plans for change with the offenders the victims and children, having plans supported by primary case management roles for families/whanau, managing a timely interagency response and commitment for change, and having on-going monitoring and case reviews:
3.1 Interagency & collaborative case planning

3.1.1 Regular Interagency Meetings (Police/CYF/Refuge/NGO/Other): 
This is a process that can be an immediate response to a high risk situation, or part of the regular planned meeting that manages information sharing and the recording of action focused dialogue; that initiates key interagency responsibility and client ‘responsibility to create a context for change inline with recognised victim/offender change dynamics. 
Collaborative Discussion/Decision Files:  Community-based agencies meet at least weekly to discuss family violence events and high risk families engaged with Refuge/NGOs and other agencies in the community:
· Regular and planned meetings are held and meetings are attended by representatives of Police, CYF, and Refuge/NGO; and
· The key agencies are thinking about the opportunities for other agencies to become involved.
3.1.2 Planning based on Risk & Resilience (Victim, Offender, and Child Streams): 

Planning based on Risk & Resilience:  A planning process that considers:

· The current context of violence;
· All previous history of offending within and outside of the current victim’s situation;
· Risk and resilience factors;
· The assignment of appropriate agencies under a single plan;
· Any appropriate monitoring and review processes for all actions agreed including the documentation of all decisions, action points, and outcomes;
· Processes for case resolution and disposition when required;
· High repeat and low risk low repeat offending that is brought to the attention of interagencies to initiate a community-based intervention;
· Joint recording of key information and joint decision making with Police/CYF/Refuge/other agencies; and
· Factors that indicate the event may require urgent attention.

Discussions:  A mechanism of communication with the purpose of these interagency case management meetings is to:
· Share relevant information between government and non-government organisations;
· Develop an understanding of the family violence context and other relevant history and events;
· Identify potential risks and potential resilience factors;
· Increase the safety of the victims of violence;
· Hold offenders accountable for their violence;
· Establish agreements on plans and actions to be taken – actions are recorded;
· Agreed actions are sent out to key agencies within 24 hours of the meeting; and
· Have decisions recorded and actions monitored.

3.2 Offender Stream         

3.2.1 Offender Stream (Police/Refuge/NGO/Justice):  
A subsystem that responds to offending requiring sanctions under statute and ensures compliance with conditions of bail, protection orders, and court ordered programmes and/or other conditions.  
A process that provides appropriate information and support for offenders to enter into programmes that might bring about change in behaviours and attitudes, along with helping the offenders understand the effects of their behaviour on the family environment.  Also, it is a process that provides a planned response to potential ongoing offending with the view to minimising the opportunity/predisposition to re-offend.
Justice and community sector: A mechanism that brings actions relating to offenders which could include:

· Holding offenders accountable through the criminal justice system, via thorough investigations and prosecution;
· Protection Orders served and enforced;
· Providing advice about stopping violence programmes in their communities;
· Holding offenders accountable for non-attendance at mandated programmes;
· Having agencies working with family violence offenders that have an understanding of gender analysis and the associated dynamics of family violence; and
· Consideration of other offending (not family violence).
3.2.2 Stopping the offender:  

A process that appropriately charges offenders for identified offences:
· Sees effective management of bail applications including oppositions to bail;
· Enforces of bail conditions;
· Enforces protection orders; and
· Supports case management strategies identified by other agencies working in the case management process, e.g., conditions imposed upon an offender through probation services, identifies other areas of criminality in which an offender may be involved and develops effective strategies to intervene in the offenders behaviour - This would have the by-product of providing windows of opportunity to manage the offenders’ access to the victim and the children.  

Note:  It is important that all actions with the offenders hold them accountable for their violence and the consequences which follow from their violence.

3.3 Victim Stream
3.3.1 Victim Stream (Police/Refuge/NGO/CYF):  
This is a subsystem that has appropriate agencies working with families affected by family violence, under the auspice of a single plan for services, to meet the change needs of the victims.  
The interagency planning process recognises the dynamics of family violence to maximise the opportunity of safely and exclude violence and abuse from the lives of victims and their children(s):
· Wherever possible, strategies seek to empower victims through validating their own strategies for increasing safety and increasing their knowledge about family violence and the impacts of violence on themselves and their children.  This includes raising victims’ awareness about their legal rights and the services available to support the victims and their children;
· Assists interagency approaches to bring appropriate and planned services to children; and
NB: Most victims have children and if the victim is safe, typically the child(ren) are safe.
· Refuge Advocates are engaged in safety planning with victims and their children to develop strategies to keep her and her children safe, including communicating with other agencies in contact with the child(ren) eg schools.

Safety Considerations: - These may include:
· Initial safety considerations by Police;
· Safety plans for victims and children by Refuge/NGOs;
· Referral to programmes (women’s education, child programmes, offender programmes);
· Information about community resources (WINZ, Housing, Alcohol, Drugs etc);
· Information about obtaining and using Protection Orders; and
· Re-establishment to other locations within NZ.
3.3.2 Appropriate Services:  

Agencies are engaged at appropriate stages in the victims recovery/change process by a lead agency that is identified through the case management meeting process:
· Agencies engaged are expected to have on-going staff training in family violence analysis and a level of depth of appropriately trained professionals available to respond to family violence.
3.4 Child Stream
3.4.1 Child Stream (Police/CYF/Refuge/NGO):  
This is a subsystem that works to maintain links, share information, commission services and overview the needs of the children.  The process works to assist in the interagency approaches to bring appropriate and planned services to children, while recognising children have different needs dependant on their context and environment:
· The needs of and risks to children are constantly assessed and appropriately responded to.
CYF Intervention:  A process that recognises that the offender of family violence is also likely to be a perpetrator of child abuse (and in the case of high risk offenders this may also mean general criminal activity).  
If the mother safe it means the child(ren) will likely be safe.  Therefore the process is:
· Social Workers are focusing on how to ensure child safety by working with others to ensure mothers are safe;
· Working to assist in the interagency approaches to bring appropriate and planned services to children recognising children have different needs dependant on their context and environment;
· Initiating CYF FGC/Family/Whanau Agreement processes to assist other agencies to move forward in establishing safe environments and change;
· Responding to secure immediate child safety - Within the context of a interagency approach CYF are looking at post event primary indicators of safety and security for children and are acting on events requiring a notification though to the CYF National Call Centre;
· Using statutory interventions - Court orders, e.g., 101s, used to take charge of the children but leave them with the mother, as long as she remains in a safe, stipulated, environment;
NB:  If Child Protection measures are initiated then women must be fully informed of the conditions under which their children will be considered unsafe by CYF, and they will need specific engagement with Refuge, otherwise this strategy will be judging her for his violence.
· Having appropriate referrals taking place to service agencies working with families affected by violence;
· Working alongside partner Refuge/NGO & other government agencies - Having a good working relationship with police and other statutory agencies - Working to maintain links, share information, commission services and overview the needs of the children within the dynamic of victim safety;
· Recognising the impact of family violence on children - aiming to make certain that the context of children in the family violence dynamic is understandable to all agencies involved.  That is, children are consulted and involved in the planning and upholding of supportive services;
· CYF is taking on a support agency roles as a response is initiated via an interagency meeting activity – however, when there is a notification, CYF is the lead agency and is bringing in the collaborative support of other agencies.  When there is no notification CYF is used by a lead Refuge/NGO agency, where appropriate, to support a safe environment for the mother and child(ren); and
· The risks to children are constantly assessed through the regular meetings and contacts with the multiple agencies that are supporting the safety and security of families affected by violence.

The above sub-systems undertaken in order to:
Increase the proportion of Protection Orders/reduce infringement rates, increase prosecution/conviction rates, increase attendance at mandatory programmes, reduce cycles of violence before women are safe, reduce cycles of violence before children are safe (esp. Children < 5 years), and manage offenders ability to continue to harm.

4. System support and co-ordination
Manages timely interagency collaborative responses using shared information for decision making, case management and monitoring.

This is a subsystem that manages the environment and the resources required to support and sustain the systemic flow of co-ordinated actions between multiple agencies:
· CEO MOUs signed by attending agencies informing the collaborative approach; and
· Information sharing protocols agreed to.

4.1 Lines of Communication

4.1.1 System Support and Co-ordination – Phone Systems Refuge/NGOs

Crisis Lines:  Recognises that Refuge/NGO agencies need a dedicated line for Police to call when Police are attending serious events and they recognise the need to Refuge advocacy:
· Local Refuge or equivalent Refuge/NGOs have a dedicated and supported 24 hour crisis phone line that is use to activate mobilised advocates and resources.

4.2 Collaborative meeting or co-location structures

4.2.1 System Support and Co-ordination – Multiple Agency Meetings

The involved agencies recognises that multiple agencies need a dedicated place to meet and provides a room on a consistent basis when requested.
Meeting Resources:  The meeting room is supported by standard meeting resources, e.g. whiteboards, coffee and tea facilities etc.
4.3 History information sharinG

4.3.1 System Support and Co-ordination – Information Sharing

Information Sharing:  Recognises that multiple agencies need to bring files to the table:
· Multiple agencies representatives read and share information on specific cases as these cases are raised for collaborative discussion.

4.4 Shared resources for information sequencing 

4.4.1 System Support and Co-ordination – Inputting information 

Inputting Information:  Recognises that multiple agencies need to have people and resources made available to input data gathered.

Shared resources for response planning:

· A resource assistant is used to capture meeting minutes on decisions made - joint case planning & response monitoring;
· A resource assistant/social worker is used to co-ordinate multiple agency actions and to verify the implementation of agreed actions through the collaborative planning process;
· A resource assistant is used to co-ordinate multiple agency attendance to meetings:

· Reminders are sent out if agencies are missing meetings

· Agendas have been followed

· Variations to meeting location are easily communicated

· Minutes are taken and distributed – action points and outcomes
· Privacy provisions are restated at each meeting to established agreement on information sharing 

· Interagency resources are pulled to permit a resource person to be engaged to maintain databases and administration requirements

4.5 Joint Training case planning & record of actions

4.5.1 System Support and Co-ordination – Case Management and Monitoring

Action Planning and Records:  Recognises that multiple agencies need to collaboratively plan and co-ordinate their actions for the benefit of all parties affected by family violence.

· A multiple agencies representative captures the minutes of the meeting and co-ordinates the distribution of discussions made and cases allocated for actions to occur.

Follow-up:  Recognises that multiple agencies need to have a cross checking process to check that expected actions have occurred.

· A multiple agencies representative follows up on work allocated and actions agreed to maintain the co-ordinated flow of interagency focus.
Training:  Joint training on family violence dynamics and prevention is occurring 
5. Cross sector national/local policy, capability development monitoring and learning processes

Develops shared understanding of the dynamics of family violence within policies, processes, resources, and ongoing monitoring/learning.

This is a subsystem that manages the societal expectations, commitment, and outcomes for the systemic prevention of family violence - People are talking about and/or reflecting on the community leadership of the issues that need addressing.
5.1 Local Police, Refuge/NGO collaboration structures & protocols

5.1.1 Services:  

Develops and maintains sufficient funds for refuge/support services within the community, including community-based services for the perpetrators of family violence.

5.2 Family violence coordinator roles

5.2.1 Zero Tolerance:  

To build a community which states clearly that family violence is not acceptable nor is it a private matter.  To visualise a wider community involvement, including the multiple agencies concerned with children, adult victims, and perpetrators, which will reflect a balanced approach to family violence prevention, making sure that:
· Strongly adhered to mental models are held within our statutory bodies (Courts, Police, and CYF); and
· That holding the perpetrator of family violence accountable through mechanisms of arrest, prosecution, and sentencing outcomes, can provide a window of opportunity for victims to change their environment and subsequently prevent future occurrences of family violence.
5.3 Collaborative training

5.3.1 Education:  

Maintains an appropriate depth of trained professionals within the community to respond to family violence.
5.4 Monitoring & system improvement

5.4.1 Sensitivity to Situations:  
Within the context of our society, all stakeholders are working together to develop appropriate intervention logic/strategies for the prevention of family violence.  Appropriate questioning is taking place within agencies sensitive to the early signs of family violence. so that early safe information sharing might occur.

5.4.2 Standards:  
Enables/promotes the best interagency practices, risk assessment tools, and safety planning protocols which reflect societal strategies in accordance with emerging understandings of family violence.
6. Appendices
6.1 Appendix 1:  Police Information Sharing Protocol
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Family Violence

Information Sharing Protocol

Developed by Police National Headquarters

September 2006

Foreword

The effectiveness of agencies operating in the family violence sector is directly related to the information sharing processes that the key agencies adopt and use. 

In the family violence context a key objective for Police is to effectively engage in a collaborative inter-agency response to Family Violence.  

Police participation in this process, requires us to share information with other agencies, so that each agency may contribute to the sector objectives of reducing the events or reoccurrence of Family Violence, the promotion of victim safety and in holding offenders accountable.

Case management practices have been highlighted in a number of reports such as the Aplin Report.  In particular the failure of agencies to share information has been identified as an area that required improvement.

Police National Headquarters have worked with the wider Police Family Violence network to develop this document.  Its purpose, is to provide those working in the Family Violence field, with guidance on information sharing in order to meet our objectives.  

This document is a "guide" only and if you have any questions about information sharing that do not appear to fit into what is written in the protocol please contact either:

Inspector Ged Byers, National Family Violence Co-ordinator on: 44380

Or

Carolyn Richardson, Senior Legal Advisor/Police Privacy Officer on: 44392

Dr. Andrew Jack

Chief Legal Advisor

Information Sharing Protocol - Family Violence

Introduction
Due to differing approaches to information sharing in the Family Violence context throughout the organisation this protocol has been developed to assist Police to manage this complex issue.

Sharing information about identifiable individuals is governed by the Privacy Act 1993 ("the Act").  The Privacy Act was introduced to promote and protect the privacy interests of individuals and regulates the collection, storage and security, access to and correction of information, accuracy and retention, and places restrictions on the use and disclosure of information.

The fifth schedule of the Act also outlines what law enforcement information may be shared between government agencies listed in the schedule.

Information sharing is a relatively broad concept and in the Family Violence context occurs in three different ways:

· Routine disclosures - where information is collected for the purpose of disclosing it, e.g. POL 400 information

· Disclosure in response to a request, e.g. Section 66 Children Young persons and Their Families Act 1989, Official Information Act 1982;

· Voluntary disclosure of information, in the absence of a request, e.g. Pursuant to the exception in principle 11(e)(i) of the Privacy Act.

All information sharing begins with the collection of information and it may assist in understanding these guidelines to outline how the twelve information privacy principles apply and how other sections of the Act may have a bearing on what information can be disclosed.

Information Privacy Principles 1-4 the "Collection" principles
Principles 1 - 4 concern the collection of information and set out a number of matters that an agency must consider when collecting information.

Principle 1

Principle 1 states that an agency shall not collect personal information unless the information is collected for a lawful purpose, connected with a function or activity of the agency and that the collection is necessary for that purpose.

Police are a law enforcement agency and the information collected on the POL 400 form is collected for law enforcement purposes, recording an instance of family violence, name of victim and offender, which may be used for the purpose of preventing further offending or prosecuting the offender, or assisting the victim to keep her or himself safe.  

The issue for Police under principle 1 is whether the collection of information on the POL 400 is "necessary".  There is no doubt that the collection of POL 400 information by Police is necessary to enable it to carry out its law enforcement function.  

Principle 2

Principle 2 states that where an agency collects personal information the agency shall collect the information directly from the individual concerned.  

Police are compliant with principle 2 as the POL 400 is filled out with the victim.  In many situations the offender may not be present but their details are also recorded on the POL 400.  There are exceptions to this principle that permit Police to collect information about the offender from someone other than the offender.

Principle 2(2)(d)(i) states that it is not necessary for an agency to comply with principle 2 if non-compliance is necessary to avoid prejudice to the maintenance of the law, including the prevention, detection, investigation, prosecution and punishment of offences.  

Principle 2(2)(f) states that it is not necessary for an agency to comply with this principle if the agency believes, on reasonable grounds, that compliance is not reasonably practicable in the circumstances of the particular case.

The absence of or the lack of co-operation by an offender would permit Police to rely on these exceptions and not collect information directly from the offender.

Principle 3
Principle 3 provides that where an agency collects information directly from the individual concerned that it must make the individual aware of a number of matters.   

The list of things that the individual must be made aware of is as follows:

· The fact that information is being collected

· The purpose for which the information is being collected

· The intended recipients of the information

· The name of the agency collecting the information

· The consequences (if any) for the individual of not supplying information

· The rights of access to and correction of personal information provided by the privacy principles.

While the obligation to make the individual aware may appear onerous, in many situations it can assist Police to obtain the information it requires.  If people understand why Police need the information they will often provide better information than if they do not understand why the information is being collected, what it will be used for and who it may be disclosed to.

Compliance with principle 3 is an essential requirement for information sharing.  Advising individuals at the time that the POL 400 is filled out that their information will be disclosed to other agencies (to provide the individual with assistance) sets up a framework for information sharing to occur, without the authorisation of the individual concerned.  Also through having a clear understanding as to why the POL 400 information is being collected, it becomes obvious that one of the purposes for collection is to disclose the information.

The Act is focussed on purpose and openness, and encourages agencies to define and be clear about the purpose the information is required for and to inform the individual what that purpose is and what is going to happen to the information.  Then if the agency uses and discloses the information for that purpose (or a directly related purpose) the individual will already be aware of the process and is less likely to complain about any subsequent use or disclosure of the information.

Principle 3 has a direct link with principle 11 and theoretically compliance with principle 3 sets up a framework for the routine disclosure of information for information sharing purposes as it is arguable in the Family Violence context that primarily Police collect information for the purpose of sharing it as the Police role is just a part of a multi agency approach to assist victims and prevent further offending.  A multi agency approach will only be effective if information can be shared and sharing implies a two or three way flow of information between agencies.

The Act recognises that there will be some situations where compliance with Principle 3 is not practicable so there are several exceptions that may apply and non-compliance is permissible, depending upon the circumstances.

For example principle 3(4) states that it is not necessary for Police to comply with principle 3 if Police believe, on reasonable grounds;

· that non-compliance is necessary to avoid prejudice to the maintenance of the law, including the prevention, detection, investigation, prosecution and punishment of offences, (principle 3(4)(c)(i))

· that compliance would prejudice the purpose of collection (principle 3(4)(d), 

· that compliance is not reasonably practicable in the circumstances of the particular case, (principle 3(4)(e).  

Principle 4

Principle 4 states that an agency must not collect information in a manner that is unlawful, unfair or is unreasonably intrusive.  

The focus of this principle is to ensure that individuals are not coerced into providing information.  It would be a breach of principle 4 to say to an individual that if they don't agree or co-operate in respect to charging the offender that Police will not record the domestic violence event.  It would also be a breach of principle 4 to collect information with an overriding negative connotation, i.e. tell a victim or offender that their information will be provided to CYFS as evidence that they have poor parenting skills and deserve to lose their children.

Conclusion regarding collection process
The collection of the POL 400 information is a lawful police activity and its collection is necessary for Police to achieve its law enforcement functions in respect to Family Violence.  The collection of information complies with principle 2 because the information is collected directly from the individual or is covered by an exception.

Compliance with principle 3 is the most important aspect of the collection process and information sharing and may be considered too time consuming to achieve.  The benefit of compliance is that it sets up a framework to share information without having to inform an affected individual and using that framework will assist the development of a better relationship of trust between victims and the agencies involved through a "no surprises" approach.

As long as information gathering is not used as a mechanism for criticism, threat or coercion of the victim or offender there are no issues under principle 4.

Information Privacy Principle 5
Principle 5 provides that an agency must take reasonable security safeguards to protect the information it holds from loss and unauthorised access, use, modification and disclosure.  Police already have policies in place to guard against unauthorised use and disclosure (will find out where and include reference).  

This protocol will further serve to re-inforce the commitment by Police to ensure that Family Violence information is specifically protected from any unauthorised use or disclosure.  

In relation to information sharing it is necessary to ensure that, any agency which receives information collected by Police that the receiving agency also has reasonable security safeguards in place to ensure the information it receives from Police is protected.  It is also necessary to ensure that any receiving agency does not disclose the Police information to any other agency unless it has Police permission to do so.

Information Privacy Principles 6 & 7
Principles 6 and 7 state that where an agency holds information about an identifiable individual the individual has the right to request confirmation that the agency holds personal information about them and the right to request access to that information and to request correction.

Principle 6 requires Police to provide individuals with all personal information Police hold about them unless good reasons exist to refuse the request.  The "good reasons" to refuse a request are found in sections 27-29 of the Privacy Act.  The most common reasons for refusing a request are found in sections 27(1)(c) - disclosure would be likely to prejudice the maintenance of the law, 27(1)(d) - disclosure would be likely to endanger the safety of any individual and 29(1)(a) -  disclosure would involve the unwarranted disclosure of the affairs of another individual. 

When a request is received, it may mean that, in some instances, information sourced from Police and held by another agency or information provided to Police by another agency may have to be considered for release and provided to a requester.  In such cases if information was provided to Police by another agency and it falls within the scope of the request, the information received should be transferred back to the agency that provided it to Police with a copy of the request.  A draft letter of transfer is attached and labelled Appendix A.
There are several procedural provisions that must be complied with.  Advice about the procedural requirements can be obtained from the Police Privacy Office. (Not sure if you want this information in here)

It is best practice to refer any information held by the receiving agency that falls within the scope of a request back to the originating agency for determination as to whether the information can be released to the requester.

With regard to principle 7, correction issues are usually not a problem for Police as if the information Police hold is factually incorrect it is usually corrected.  If the information is considered by the requester to be incorrect and Police believe that it is correct at the time it was recorded on our information database, Police do not have to correct the information at issue.  Instead the requester has the right to have a statement of correction, that they prepare, attached to the disputed information.  Police are required to attach the statement to the disputed information so that it is read in conjunction with the disputed information.

Police cannot and should not correct information provided to it by another agency under an information sharing arrangement.  The information at issue should be returned to the agency that provided it to Police with a copy of the request for correction and the requester advised accordingly.  

Information Privacy Principle 8
Principle 8 requires an agency that holds personal information to ensure that, having regard to the purpose for which the information is used, the agency takes reasonable steps to ensure that the information is accurate, up to date, complete, relevant and not misleading.  The intention of this principle is that information should be checked for accuracy before it is used, for example, disclosed to another agency.  

Under principle 8, "use" encompasses situations where disclosure is a use of the information and therefore applies to the routine disclosure of POL 400 information by Police to other agencies.

This principle should not raise any issues in respect of the information obtained and recorded on the POL 400.

In instances where Police are disclosing other information to another agency that may result in an "adverse consequence" more care must be taken before the information is disclosed to ensure that:

· The information disclosed is about the correct individual;

· The information is factual and does not contain opinion material;

· The information is necessary and/or relevant to the functions of the receiving agency;

· Only the information required is disclosed, no gratuitous disclosure is made.

Information Privacy Principle 9
Principle 9 states that an agency that holds personal information shall not keep it for longer than is required for the purposes for which it may lawfully be used.

All Family Violence information is currently retained ”indefinitely" on NIA.

Information Privacy Principles 10 and 11
Principles 10 and 11 prohibit the use and disclosure of personal information that was collected for one purpose being used or disclosed for another purpose unless the agency believes on reasonable grounds that the use or disclosure is permitted by one of the stated exceptions.

The most likely issue to arise under these principles is due to individuals not realising or expecting that information about them will be disclosed to another agency.

This issue can be addressed by clarifying the purpose for collecting family violence information, and whenever practicable, advising the affected individual what it will be used for, and in what circumstances and to whom it will be disclosed, principle 3 compliance.

If it is necessary to make a voluntary disclosure of information the exception that is most likely to permit such a disclosure is found in principle 11(e)(i) of the Act.  This exception permits disclosure of information if Police believe, on reasonable grounds, that the disclosure is necessary to avoid prejudice to the maintenance of the law, including the prevention, detection, investigation, punishment or prosecution of offending.  It is probable that a voluntary disclosure will be made to prevent further offending.

It may be necessary to disclose information in the context of court proceedings such as in affidavit form or to a counsel for the child in custody and access proceedings.  If the information is requested from Police, the Official Information Act 1982 applies and will permit Police to disclose the information requested.  In such cases it is necessary for Police to turn its mind to any privacy interests that could be affected by the disclosure.  The privacy interests must be considered against the public interest that would be served by the disclosure.  The public interest in respect of Court proceedings is principally that the Court must be fully informed about the matter before it and it is unlikely that any privacy interests would outweigh such a public interest consideration.

In cases when the Official Information Act 1982 may not apply Police may still disclose information for the purpose of Court proceedings.  Principle 11(e)(iv) permits an agency to disclose information if it believes on reasonable grounds, that the disclosure is necessary for proceedings before a Court or tribunal that have either been commenced or are reasonably in contemplation.

The difference between the application of the Official Information Act and the Privacy Act is that under the Official Information Act, Police are required to provide the information requested, unless it has good reasons not to, whereas under the Privacy Act any disclosure under principle 11 is discretionary, i.e. Police have a choice whether it discloses the information.  

It is also worth noting that any disclosure in response to an Official Information Act request, if it is processed in accordance with the provisions in the Act and the information disclosed in good faith, section 48 provides that no civil or criminal proceedings will lie against the agency as a result of making the information available.

No such protection applies in respect to a voluntary disclosure of information under the Privacy Act.

Information Privacy Principle 12
Principle 12 is concerned with unique identifiers and is not relevant to this protocol.

The Fifth Schedule
Part XI of the Act applies to the fifth schedule which sets out what information held by a public sector agency may be accessed by another public sector agency.

The fifth schedule only applies to "law enforcement information" which is defined in section 110 as:


”any information that - 



(a)
is about an identifiable individual; and



(b)
is specified in the fifth schedule to this Act: "

Section 111 states that an accessing agency may have access to law enforcement information held by a holder agency if such access is authorised by the provisions in the fifth schedule.

The effect of the fifth schedule is that the disclosure of any information that an accessing agency is entitled to access under the schedule does not raise any privacy issues as long as the disclosure is in accordance with the access permitted under the schedule.

Requests under section 66 of the Children Young Persons and Their Families Act 1989
Due to the operation of section 7 of the Privacy Act 1993, the Privacy Act is subordinate to other legislation that authorises or requires that personal information be made available.  

Section 66 of the Children Young Persons and Their Families Act 1989 ("CYPTF Act") requires government agencies to make available to every Care and Protection Co-ordinator, Social Worker or member of Police such information as the government agency may have in its possession relating to any child or young person where that information is required for the purposes of determining whether that child or young person is in need of care and protection.

So that Police can take advantage of the protection that flows from a requirement to disclose information under an Act of Parliament it is best practice to always ensure that the request is made by CYFS in writing and that a copy of the request and any information disclosed by Police in response to a section 66 request is retained on a 2D file.

Requests from Counsel for the child are treated as Official Information Act 1982 requests and must therefore be processed in accordance with that Act.  Again always ensure that the request is made in writing and that a copy of the information released and the request is retained.

Section 66 provides some assistance to Police in relation to obtaining and sharing information in the family violence dynamic as it protects other agencies that hold information relating to the care and protection of any children involved in a family violence event who may be concerned that disclosing the information may breach principle 11 of the Privacy Act.  This section may also assist in obtaining information from health agencies and education sector agencies.

The key agencies

The principal information sharing agencies in the Family Violence context are

· Police

· Women's Refuge or local equivalent

· Department of Child Youth and Family Services

· Victim Support

The "case management" process is an arrangement whereby a combination of government and non-government agencies meet to discuss family violence matters in their respective areas.  The case management process is also a principal information sharing process for the purpose of this protocol.  It is advisable to ask all representatives of participating agencies to sign an agreement about the purpose for the meeting and information sharing that may occur.

In areas where agencies regularly meet to discuss problem families it is important that the participating agencies are in common agreement about the matters that will be discussed at the meeting.

An example of the "agreement" is attached as Appendix B.

Police
Police are primarily the agency that will have first contact with a victim and/or offender.  It is therefore the responsibility of Police to record what occurred and who was present, etc.  This is done using the POL 400 Police form.

As the initial and primary information collecting agency Police are responsible for collecting the information needed to fill out the POL 400 in accordance with the Privacy Act 1993.  While there are exceptions to the privacy principles that permit non-compliance in certain circumstances it is "best practice" for Police staff to have a short principle 3 statement that can either be read to the victim before the POL 400 information is collected.  An example of the kind of statement that could be used is attached and labelled Appendix C.

The other agencies that may also be involved in Family Violence matters are:

· Ministry of Social Development (WINZ)

· New Zealand Housing Corporation

· Educational institutions

· Mental Health services

· Health agencies

· Department for Courts

· Department of Corrections

· Victim Support

· Relevant NGO's, Station/area/district specific

The principal agencies will interact most frequently and by virtue of the level of interaction it follows that the flow of information between agencies should be efficient and that the receiving agency receives the information it requires to carry out its role in preventing further instances of family violence.

The test for information sharing is "what information does the agency need to carry out its functions".   It is expected that the information each agency will receive from Police will differ depending upon the agency's role in the family violence context.

It is acknowledged that administratively it is more efficient to provide the same information to each agency but that carries a degree of risk if the receiving agency does not have a legitimate purpose for obtaining/receiving the information.  For example, it may not be appropriate for Victim Support to receive information about an offender so that it may provide support to a victim unless there are safety issues regarding the offender.  

In areas where Victim Support or another agency performs the function usually done by Women's Refuge, Victim Support (or the other agency) should receive the same information the Refuge would ordinarily be provided.

It should be noted that there are no privacy issues for an agency that receives information that it has not solicited or requested.  The risk lies with the agency that discloses the information particularly if there is no justification for the disclosure.  It is also worth noting that if Police disclose information in breach of principle 11 it is also responsible for any subsequent disclosure by the other agency that breaches the Privacy Act 1993.

An important aspect of interagency information sharing is that the agency's involved shall only use the information for the purpose or a directly related purpose for which the information was obtained.  For this reason the purpose for information sharing must be clearly defined and all participating agencies in agreement as to their common purpose.

The Rules
To determine what information may be shared it is helpful to firstly identify what information Police may want to share and our purpose for holding it.

POL 400
· To record incidence of family violence

· Those present

· What occurred

· Date, time, place

· Who attended

We want to share POL 400 information with:

· Women's Refuge (Victim Support in areas where no Refuge) to provide support and alternative accommodation for female victim (and children)

· CYFS to ensure if there are any care and protection issues involving children of either the victim or offender they are addressed, to prevent any offending that may involve any child, to assist CYFS to ensure that any children of a DV relationship are not put at risk.

· WiNZ  - for the purpose of relocating a victim to Australia



- for the purpose of re-establishing a victim elsewhere in NZ

· With other agencies for the purpose of preparing a "Safety Plan"

Victim Details

· Can be shared with all other agencies for the purpose of assisting the victim

Offender details
Offender details can be shared with any other agency that should be informed that an offender poses a risk to any individual. The agency's that offender information may be disclosed to are:

· Women's Refuge

· CYFS

· Victim Support (if performing Women's refuge role)

· Corrections

· Educational institutions (if child is at risk)

· Health and Mental health providers (if victim/offender or child require treatment)

· WiNZ - for purpose of relocating victim (Aust) or re-establishment in NZ

· Safety plan multi agency planning

Children details
· CYFS - Must always be disclosed if present at episode of DV

· Women's Refuge
· Educational Institutions if risk of offender arriving at school or to assist with counselling/support for child(ren)
· Safety plan multi agency planning
· WiNZ - relocation or re-establishment of victim and children
Criminal history - offender
Information can be disclosed in general terms to indicate to a third party that the offender has a history of violent offending if the disclosure is necessary to ensure the safety of the victim and any children.

· Women's Refuge

· CYFS

· Victim Support

· Educational Institutions

· WiNZ for relocation or re-establishment of victim and/or child.

Protection Orders
Can be disclosed to:

· Women's Refuge

· Victim Support (in areas where performing Women's Refuge function)

· CYFS

· Corrections 

· Educational Institutions

· WiNZ for relocation or re-establishment of victim and children

· Safety Plan multi agency planning

Family Violence Database information
· Women's refuge

· CYFS

· Victim Support (in areas where performing Women's Refuge function)

· Corrections

· Educational institutions

· WiNZ for re-location or re-establishment of victim and children

· Safety Plan multi-agency planning

NIA information

Very rarely should intelligence information be released to:

· CYFS

· Corrections

Conclusion

Attached to this protocol is a table which is intended to be a quick reference to assist you to share information efficiently and by category of information.  It is anticipated that the table be used in conjunction with the information and background to the rationale behind Family Violence information sharing.

In some instances categories of information may be routinely disclosed in accordance with the purpose for which Police collected it.  Such disclosures are permitted under principle 11(a) of the Privacy Act 1993.

In instances where Police want to make a voluntary disclosure, the disclosure must be considered on a case by case basis, and legal advice must be sought and obtained from the Police Privacy Office prior to any disclosure.  If the disclosure is necessary and there is no other option available to Police to prevent further offending the exception in principle 11(e)(i) will permit the disclosure.

If the category of information and the agency you want to share it with is marked with an "X" and you believe it is necessary to share the information it is advisable to obtain legal advice from the Police Privacy Office (ext: 44392) or from Inspector Ged Byers (ext:44380) before you disclose the information.

The Privacy Act 1993 does place some restrictions on what information may be disclosed by Police and also requires Police to have information handling processes in place.  In many instances the Privacy Act 1993 will assist the organisation to develop information handling processes that not only comply with the legislative requirements but those processes will also form the foundation for information sharing practices and reduce the risk to the organisation to a very low level.

If information is disclosed and an individual complains to the Privacy Commissioner the employee is not personally responsible for the complaint although the employee will be involved in the preparation of a response to the Privacy Commissioner.  The best protection an employee has is to adhere to the information sharing guidelines, seek legal advice if faced with an unusual situation where disclosure does not appear to fit within the guidelines, and follow that advice if it is operationally sound to do so.  Ultimately the decision whether to follow the legal advice received is up to the individual member and it is recommended that any decision not to follow it should be documented at the time to reduce the likelihood of any disciplinary action under Regulation 7 of the Police Regulations 1958.

CONFIDENTIALITY AGREEMENT

Interagency Meeting to discuss Family Violence Issues 

I, _______________ (individual to insert full name in block capitals), of ___________________ (insert agency being represented), acknowledge that the purpose of the above meeting is to discuss issues around Family Violence and to establish and promote a collaborative working relationship between those agencies represented in order to address any identified issues.

I acknowledge that, in order for the meeting to achieve its purpose, information may be shared which may include information about identifiable individuals which may otherwise be protected from disclosure under principle 11 of the Privacy Act 1993.

I therefore agree that, should information of a confidential nature be disclosed at the meeting: 

1.  The information disclosed at the meeting by any agency representative is for the above-stated purposes only and for no other ancillary matter; 

2. I will not disclose the information shared within my organisation except for the purpose of dealing with family violence issues or to any other agency or third party; 

3. I will use the information only for the intended purpose of the meeting which is to identify ways in which Family Violence can be prevented;

4. I will protect the information disclosed to me at the meeting by such security safeguards as it is reasonable in the circumstances to take, against loss, unauthorised access or use, modification or disclosure.

5. If I want to use any of the information discussed at the meeting I will formally request it from the appropriate agency under the Official Information Act 1982.

Signed ___________________

This matrix is a guide only:

	
	POL 400
	Victim

details


	Offender details
	information

about child(ren)
	Criminal history offender
	Protection

Orders


	Family

Violence

Database
	NIA

information

	Women's Refuge (or equivalent)
	√
	√
	√
	√
	X (except in general terms)
	√
	√
	X

	CYFS
	√ (if children affected)
	√
	√
	√
	X (except in general terms)
	√
	√
	√ (in some

circs in general terms)

	Victim Support
	X
	√(if victim

wants VS)
	X
	X
	X(except in general terms)
	X
	√
	X

	Corrections
	X
	√
	√
	X
	X
	√
	√
	√

	Education

Institutions
	X
	√
	√
	√
	X (except in general terms)
	√
	√
	X

	Health Providers
	X
	√
	X
	√
	X
	X
	X
	X

	Mental Health
	X
	√
	X
	√
	X
	X
	X
	X

	Housing
	X
	√ (if tenant)
	√
	X
	X
	
	X
	X

	WiNZ


	X
	√ (if beneficiary)
	√
	√
	X
	X
	X
	X

	WiNZ -

relocation - Aust
	√
	√
	√
	X
	√
	√
	√
	X

	WiNZ -

re-establishment

within NZ
	√
	√
	√
	X
	√
	√
	√
	X

	Safety Plan
	√
	√
	√
	√
	√
	√
	√
	X

	Other Partner Agencies
	√
	√
	√
	√
	√ (if relevant)
	√
	√ (if relevant)
	√ (in general terms 

in some circumstances)


NOTES










� Child abuse and neglect, intimate partner violence (IPV),and elder abuse and neglect - Taskforce for Action on Violence within Families, The First Report (July 2006)


� Also refer Te Rito, Framework for Action p.p., 17 &18.
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